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Ad hoc networks are important pillars for IoT (Internet of Things) development. In 

order to support IoT traffic transmission in ad hoc networks, it is of great importance to 
design effective routing protocols to relieve traffic congestion while ensuring data secre-
cy. To this end, in this paper we first propose a physical layer security-aware congestion 
relief routing protocol (PCRR). Through sensing the eavesdroppers’ location, hop count 
and congestion information of available paths, PCRR can select an appropriate secure 
route for data transmission. Based on PCRR and combining the advantages of single-path 
and multi-path routing strategies, we further develop a mixed-path PCRR protocol (M- 
PCRR), which is more capable of counteracting eavesdroppers by utilizing the simulta-
neous transmissions from multiple paths. According to the current network state infor-
mation, M-PCRR can flexibly decide whether or not to execute the multi-path scheme. 
Finally, we conduct extensive OPNET simulations to validate the performance of pro-
posed routing protocols and show how their route selection is conducted. The results in-
dicate that compared with AODV, PCRR and M-PCRR can improve the network 
throughput, reduce the hop count and energy consumption, while ensuring the delay per-
formance and control overhead. 
 
Keywords: ad hoc networks, routing design, congestion relief, physical layer security, 
IoT 
 
 

1. INTRODUCTION 

In the near future, there will be billions of sensor-enabled intelligent devices which 
connected by the Internet, composing a huge network typically known as Internet of 
Things (IoT) [1-4]. With the concept of “anything connected anytime” in IoT, it will 
bring immense potentially new products and services in many different domains, such as 
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smart homes, smart grid, e-health, e-learning, industrial automation, intelligent transpor-
tation and logistics. Consequently, traffic from wireless and mobile devices will account 
for much more proportion of total IP traffic, and will be up to about 63% by 2021 [5]. 
Though IoT will make the quality of citizens’ life improved, it encounters tremendous 
challenges of heavy traffic congestion and serious eavesdropping [6-8]. Therefore, to 
promote the commercialization and application of IoT, traffic congestion relief and pro-
tecting data secrecy are of great significance. 

Ad hoc networks are important pillars for IoT development [9], which support IoT 
traffic transmission in a self-organized manner [10, 11]. Ensuring the secrecy of user 
messages is challenging in ad hoc networks due to both the open nature of wireless 
channel and the lack of centralized administration. The traditional cryptographic-based 
approach can not be easily applied in a resource-limited ad hoc network since not only it 
incurs high computing complexity and energy consumption [12], but also it is extremely 
complicated to conduct key management and spreading. As a complement of cryptog-
raphy, the physical layer security technique, an information-theoretic approach which 
exploits the fundamental characteristics of wireless channel to achieve perfect secrecy, is 
expected to be a promising solution to guaranteeing security for ad hoc networks and 
thus has attracted considerable attention from both academic and industrial communities 
[13, 14].  

Routing protocols, which determine the end-to-end path(s) for traffic in ad hoc 
networks, have critical impacts on the fundamental network performance which includes 
throughput, delay, packet loss and so on [15, 16]. Some classical routing protocols have 
been proposed for ad hoc networks, such as AODV [17], DSR [18], OLSR [19], etc. 
However, routing design with the consideration of physical layer security is still largely 
uninvestigated and there only have some initial results [20-26]. Specifically, Saad et al. 
employed a tree-formation game to choose secure paths in multi-hop wireless ad hoc 
networks [20]. Ghaderi et al. explored the routing design for multi-hop ad hoc networks 
to guarantee transmission security with minimum energy consumption [21]. Yao et al. 
investigated the physical layer security-aware routing with decode-and-forward relaying 
scheme [22], and Lee proposed an optimal power allocation strategy for maximizing the 
secrecy rate in a special multi-hop relay network with single source-destination pair [23]. 
More recently, Xu et al. studied the QoS (quality of service)-security tradeoffs for rout-
ing design in ad hoc networks [24-26].  

It is notable that, however, all the above routing protocols belong to the single-path 
routing. As evident from previous studies [27, 28], compared with single-path routing, 
multi-path routing has more potential to relieve end-to-end traffic congestion in many 
network scenarios including IoT applications [2]. This is mainly because that multi-path 
routing can distribute traffic on multiple paths to achieve a better load balancing. Moti-
vated by this, in this work we will apply the multi-path routing strategy which can bal-
ance the traffic load in the whole network, and meanwhile degrade eavesdroppers’ 
channel conditions by simultaneous transmission of multiple paths. As a popular saying 
goes, every coin has two sides. Multi-path routing strategy achieves its benefits at the 
cost of more routing overhead and more collisions on MAC layer. Without the consider-
ation of security, a comprehensive comparison between the performance of single-path 
and multi-path routing protocols in ad hoc networks has been reported in [29, 30]. Some 
insights for the practical development of ad hoc networks can be concluded as follows: 
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 In the case that the path length (in terms of hop count) between a pair of source node 
and destination nodes is relatively short, e.g., about 2 or 3 hops, the performance of 
single-path routing is similar to that of multi-path routing. 

 In the case that the path length is medium, e.g., about 4 or 5 hops, the performance of 
single-path routing could be better than that of multi-path routing, especially when the 
traffic load is light. 

 In the case that the path length is relatively long, e.g., more than 6 hops, the perfor-
mance of multi-path routing is better than that of single-path routing, especially when 
the traffic load is in heavy.  

 
Inspired by the above analysis, in this study we first propose a single-path routing 

protocol termed as physical layer security-aware congestion relief routing (PCRR). 
PCRR selects an optimal path for data transmission with the considerations of eaves-
droppers’ location, path length (hop count) and congestion status, which can improve the 
network security and performance. Based on PCRR, we further propose a mixed-path 
PCRR routing protocol (M-PCRR). By collecting and analyzing current network state 
information, M-PCRR determines whether or not to activate the multiple path mecha-
nism. When there is no eavesdropper or path length is short and the traffic is not over-
loaded, M-PCRR adopts the single-path routing strategy; on the contrary, the multi-path 
routing mechanism is executed. Finally, we conduct extensive OPNET simulations to 
validate the performance of proposed routing protocols. 

The remainder of this paper is organized as follows. The preliminaries involved in 
this paper are presented in Section 2. We show the details of designing PCRR and M- 
PCRR in Section 3 and Section 4, respectively. Section 5 provides the simulation results, 
and Section 6 concludes this paper. 

2. PRELIMINARIES 

In this section, we first present the system model and introduce the network secure 
performance from the perspective of physical layer security.  

We consider a general multi-hop ad hoc network which consists of arbitrarily dis-
tributed (legitimate) nodes and possible (malicious) eavesdroppers. A K-hop path (route) 
 = l1, …, lK in the network consists of K links from l1 to lK, and a link lk connects 
two legitimate nodes Sk and Dk on path . The decode-and-forward (DF) relaying 
scheme [31, 32] and the standard narrow band fading channel model [33] are also em-
ployed in our study. With this model, the wireless channel between any pair of nodes X 
and Y is characterized by the large-scale path loss along with the small-scale Rayleigh 
fading, and the fading coefficient |hX,Y|2 is exponentially distributed with E{|hX,Y|2} = 1. In 
addition, we assume that the network is interference-limited and thus the noise at the 
receiver is negligible. More formally, regarding a transmission from Node Sk to Node Dk, 
let xSk and xJi denote the normalized (unit power) symbol stream to be transmitted by Sk 
and its ith jammer Ji, respectively, PSk and PJi denote the corresponding transmission 
power. For an eavesdropper Ei, the signal yEi received at Ei is given by: 
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where dSi,Ei (resp. dJi,Ei) denotes the distance between Sk (resp. Ji) and Ei, J denotes the 
set of jammers (i.e., the simultaneous transmission nodes), and  is the path-loss expo-
nent (typically between 2 and 6). 

From the perspective of physical layer security, secure outage probability is an im-
portant security-related performance metric, which can be defined as follows: 
 
Secrecy Outage Probability: The event of secrecy outage refers to the case when the 
SIR at one or more eavesdroppers is above a required threshold E, such that the message 
can be decoded by the eavesdropper(s). The secrecy outage probability (SOP) Pso is de-
fined as the probability the event of secrecy outage happens. 

For a concerned ad hoc network, the SOP of a K-hop path  = l1, …, lK can be 
evaluated by 

( ) 1 exp
k

k

so S k
l

P P 


 
     

 
 ,  (2) 

where 

| |
,

1 ,

1 i i

i k i

J E

k
iE J S E

d

P d




 

 
E

. Please refer to [25] for the details. 

3. DESIGN OF PCRR 

In this section, we present the details of PCRR protocol design. PCRR is based on 
the framework of on-demand routing and mainly involves two modules, i.e., routing es-
tablishment and routing maintenance, which will be elaborated sequentially. 

3.1 Routing Establishment 

In the routing establishment module, the classical AODV routing protocol uses the 
shortest path to transmit data to destination. However, the shortest path may not be the 
optimal one since eavesdroppers may near the shortest path and bottleneck nodes caused 
by traffic congestion often result in network performance deterioration. Motivated by 
this, in the process of establishing routing of PCRR, we first analyze the SOP of any 
available paths and choose the path meeting the end to end SOP constraint Pso()   to 
ensure data security. Then, if there is more than one suitable path we adopt an end-to-end 
congestion relief scheme called ECR to choose the optimal one. 

3.1.1 Route discovery 

PCRR uses the reactive routing protocol frame. When traffic arrives, source node 
checks whether there is an existing route to its destination, if there is no such a route, 
source node broadcasts a RREQ message (route request message) to start route discovery 
process. Different from the traditional AODV routing, in PCRR routing, when the desti-
nation node receives a RREQ message, it does not reply the RREP message (route reply 
message) immediately to establish a route, but waits for a period of time to collect more 
RREQ messages and then selects the optimal route to reply the RREP message. 

We consider a general multi-hop ad hoc network, where each node is equipped with 
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a single omni-directional antenna. An end-to-end path (route) i in the network is 
formed by H(i) links from a source node to its destination, where  represents the set 
of all possible paths. We use A(i) to denote the maximum number of activated routes 
on path i. In PCRR protocol, a RREQ message not only includes the information of 
hop count and the node address, but also indicates the maximum number of activated 
routes of nodes on this path for evaluating the possibility of congestion occurrence. 
Therefore, each node maintains a table to record the received RREQ messages, as shown 
in Table 1. We can see from Table 1 that each node collects the received RREQ messag-
es and records maxiH(i), maxiA(i), H(last) and A(last), which represents the 
maximum hops to the destination node, the maximum number of activated routes on all 
paths, the hop count of the last received RREQ message, and the activated routes of the 
last received RREQ message, respectively. 

 

Table 1. RREQ information in PCRR. 
Source address Sequence maxiH(i) 
maxiA(i) H(last) A(last) 

 

3.1.2 Optimal path selection 
 
In PCRR protocol, when a relay node receives the first arrived RREQ message, we 

use 1 to denote the path and record H(last) = H(1), A(last) = A(1), maxiH(i) =  
H(1) and maxiA(i) = A(1) into the routing table. Then, the first RREQ message 
will be forwarded to the next node. After that, if the relay node receives another RREQ 
message with the same sequence, the path is denoted by 2, the hop count is H(2) and 
the maximum number of activated routes on path 2 is A(2). If H(2) > H(1), then 
maxiH(i) = H(2), otherwise, maxiA(i) = A(2). Based on the updated hop 
count and maximum number of activated routes on the path, we apply the following 
formula to calculate the routing metric Rmetric(1) and Rmetric(2) for 1 and 2, respec-
tively. 

( ) ( )
( ) (1 )

max ( ) max ( )
i i

i i
metric i

i i

A H
R

A H
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where  is a constant and 0 <  < 1. It is worth noting that  can be regarded as the 
weights of congestion state and hop count in the route selection metric. The congestion 
state has a more important impact on the route selection process when we set a larger 
value of . When we set  = 1, it indicates that the route selection is depended only on 
the congestion state of all possible routes; on the other hand, when we set  = 0, the route 
selection is depended only on the hop count, which reduces to the minimum hop routing 
scheme. Comparing Rmetric(1) and Rmetric(2), if Rmetric(1) > Rmetric(2), the relay node 
forwards the new RREQ and update as H(last) = H(2), A(last) = A(2), otherwise, the 
new RREQ will be dropped. 

For the destination node, it will wait a certain period of time after it receives the 
first RREQ message. We apply the formula (2) to check whether the SOP of every path 
meet the constraint Pso(i)  . If the constraint is not met, the RREQ will be dropped. 
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Otherwise, based on the route information from all the RREQ messages with the same 
sequence, we obtain maxiH(i) and maxiA(i). Furthermore, we apply the for-
mula (3) to calculate the routing metric for each path, and then find the minimum one 
and reply the RREP message. 

Here we provide an example to illustrate the routing establishment process of PCRR. 
As shown in Fig. 1, when relay node 4 receives the first RREQ message from node 3, the 
hop count of path S-3-4 is 2 and the maximum number of activated is 2, so we have 
H(last) = 2, A(last) = 2, maxiH(i) = 2 and maxiA(i) = 2, which are recorded in 
node 4. After that, node 4 receives a new RREQ message through the path S-6-7-4. By 
updating the routing table, node 4 records that maxiH(i) = 3 and maxiA(i) = 2. 
We set  = 0.5, then the route metric of path S-3-4 is Rmetric(1) = 0.51+0.50.67 = 0.835, 
while the route metric of path S-6-7-4 is Rmetric(2) = 0+0.51 = 0.5. It can be seen that 
Rmetric(1) > Rmetric(2), so node 4 forwards the RREQ message which is from path 
S-6-7-4, and updates that H(last) = 3 and A(last) = 0. 

 

 
Fig. 1. Illustration for the routing establishment process of PCRR. 

 

In Fig. 1, we assume that after the destination node D receives the first RREQ mes-
sage from source node S, it waits for a period of time and receives RREQ messages from 
other three paths. We use 1, 2, 3 and 4 to denote the four paths S-1-2-D, S-3-4-5-D, 
S-6-7-4-5-D and S-6-7-8-9-D, respectively. We analyze this four paths’ SOP, and find 
path S-1-2-D does not meet the constraint Pso(1)  . This path is dropped by destina-
tion node D and then it records maxiH(i) = 5 and maxiA(i) = 2. The route met-
rics of these three paths are calculated respectively as follows: 

 
Rmetric(2) = 0.51+0.50.8 = 0.9, 
Rmetric(3) = 0.50.5+0.51 = 0.75, 
Rmetric(4) = 0.51+0.51 = 1. 

 
We can see that the metric of path 3 is the minimum. Therefore, PCRR protocol 

will choose this path, i.e., S-6-7-4-5-D, to transmit data from the source node and desti-
nation node, and the destination node D will reply the RREP message through path 3. 

3.2 Routing Maintenance 

The basic operation of routing maintenance in PCRR is similar to that of the classi-
cal reactive routing protocols (AODV, etc.). Each node on the activated path will con-
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firm the link state by periodically broadcasting Hello messages. If there is no response 
for three times, this node considers the link is broken and deletes the corresponding route 
information from its routing table. After that, the node sends a RRER message (route 
error message) to notice its neighbor nodes and upstream nodes to delete the route in-
formation about the broken link. 

4. DESIGN OF M-PCRR 

Based on the design of PCRR, we further propose a mixed-path end-to-end conges-
tion relief physical layer routing protocol (M-PCRR). M-PCRR can decide whether the 
multi-path mechanism is activated according to the network status information. 

In the case of eavesdropper far away the path, light traffic load and short average 
path length, M-PCRR operates the same as PCRR, while in case of eavesdropper near 
the relay nodes, overloaded traffic or long average path length, M-PCRR activates the 
multi-path mechanism such that the routing performance is expected to be better than 
that of PCRR. It can use the interference caused by multi-path simultaneous communica-
tion to make reception completely unintelligible. For the sake of clarity, we show the 
example of multi-path routing in in Fig. 2. Here, source node chooses two paths to 
transmit to destination node simultaneous. When relay node 1 sends data to node 3 and 
then to the destination node, source node and node 2 act as jammers, respectively and 
prevent eavesdropping on the two links. On the other hand, when relay node 2 sends data 
to destination, node 1 and 3 also act as jammers. 

 

 
Fig. 2. Example multi-path with eavesdroppers. 

 

In addition to adopting the routing table of PCRR, M-PCRR also includes a new 
multi-path routing table only in each source node, as shown in Table 2. The details of 
M-PCRR protocol are summarized as Algorithm 1. 

 

Table 2. Multi-path routing table in M-PCRR. 
Source address Sequence Hop count 1 

Hop count 2 Next hop 1 Next hop 2 

Route lifetime 
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Here we provide an example to illustrate the routing establishment process of M- 
PCRR. As shown in Fig. 3, first we consider the network without eavesdropper.  
 
Case 1: we consider that the source node S has traffic which is destined to node D1. 
M-PCRR starts route discovery operation and the destination node D1 receives two dif-
ferent RREQ messages from the paths S-1-D1 and S-2-D1, respectively. Since both the 
paths are short (two hops) and the traffic load is light, source node S adopts the sin-
gle-path routing strategy. By utilizing the ECR scheme, it chooses the path S-1-D1 to 
transmit data. 
 
Case 2: we consider that the source node S has traffic which is destined to node D2. 
Node D2 receives two different RREQ messages from the paths S-2-3-D2 and S-1-D1-D2, 
respectively. Node D2 checks the hop count and traffic load of two paths. Although their 
hop counts are small, but both node 3 and node D1 are overloaded so that M-PCRR acti-
vates the multi-path mechanism. As a result, source node S transmits data to node D2 
through both the paths S-2-3-D2 and S-1-D1-D2. 
 
Case 3: we consider that the source node S has traffic which is destined to node D3. 
Node D3 receives two different RREQ messages from the paths S-2-3-D2-D3 and 
S-4-5-6-7-8-D3, respectively. Considering the eavesdropper and traffic load of two paths, 
for the path S-2-3-D2-D3, its hop count is small but the traffic is overloaded. For the path 
S-4-5-6-7-8-D3, its traffic is not overloaded but the hop count is large. Thus, both the 
paths do not meet the requirement of single-path routing strategy and M-PCRR activates 
the multi-path mechanism. As a result, the source node S transmits data to node D3 
through both the paths S-2-3-D2-D3 and S-4-5-6-7-8-D3. 
 

Algorithm 1: M-PCRR protocol 
1:   The destination node waits for a period of time to collect several RREQ messag-

es, and check whether there are eavesdroppers near the paths. Then it finds the 
path with the minimum Rmetric. 

2:   if The minimum Rmetric is less than the given threshold value and eavesdropper 
far away the path with minimum Rmetric then 

3:     The destination node executes Program 1. 
4:   else  
5:    The destination node executes Program 2, i.e., the multi-path mechanism. 
6:   end if 

 

Program 1: Single-path scheme 
1:   The destination node chooses the path with minimum Rmetric to reply the RREP 

message. 
2:   When a relay node receives the RREP message, it updates the routing table and 

establishes the path to the destination node. 
3:   When the source node receives the RREP message, it starts to transmit data 

through the established path. 
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Program 2: Multi-path mechanism 
1:   The destination node chooses the path with minimum Rmetric to reply the RREP 

message. 
2:   The destination node randomly chooses another path Pspare which on the other 

side of the eavesdropper and is different from the path with minimum Rmetric, and 
reply the RREP message through this path. 

3:   When the source node receives the second RREP message, it activates the mul-
ti-path routing table and updates the related routing information. 

4:   The source node starts to transmit data and distributes the traffic flow to both the 
paths.  

 

     
Fig. 3. Illustration for the routing establishment 

process of M-PCRR without eavesdrop- 
per. 

Fig. 4. Illustration for the routing establish-
ment process of M-PCRR with eaves-
dropper. 

 

Then, we consider the network with an eavesdropper which is shown in Fig. 4. 
 
Case 4: we consider that the source node S has traffic which is destined to node D1. 
M-PCRR starts route discovery operation and the destination node D1 receives two dif-
ferent RREQ messages from the paths S-1-D1 and S-2-D1, respectively. Although both 
the paths are short (two hops) and the traffic load is light, there is an eavesdropper near 
node 1, 2, 3 and D1. Therefore, source node S adopts the multi-path routing strategy. It 
chooses both path S-1-D1 and S-2-D1 to transmit data. 
 
Case 5: we consider that the source node S has traffic which is destined to node D2. 
Node D2 receives two different RREQ messages from the paths S-2-3-D2 and S-1-D1-D2, 
respectively. Because the eavesdropper and traffic load of two paths, M-PCRR activates 
the multi-path mechanism. As a result, source node S transmits data to node D2 through 
both the paths S-2-3-D2 and S-1-D1-D2.  
 
Case 6: we consider that the source node S has traffic which is destined to node D3. 
Node D3 receives three different RREQ messages from the paths S-1-D1-D2-D3, S-2- 
3-D2-D3 and S-4-5-6-7-8-D3, respectively. For the path S-1-D1-D2-D3 and S-2-3-D2-D3, 
their hops are small but relay nodes near the eavesdropper and traffic is overloaded. For 
the path S-4-5-6-7-8-D3, their relay nodes far away the eavesdropper, traffic is light but 
the hop count is large. Thus, those paths do not meet the requirement of single-path 
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routing strategy and M-PCRR activates the multi-path mechanism. As a result, the source 
node S transmits data to node D3 through the three paths S-1-D1-D2-D3, S-2-3-D2-D3 and 
S-4-5-6-7-8-D3. 

5. SIMULATION RESULTS 

As described in previous sections, the motivations of our proposed routing proto-
cols PCRR and M-PCRR are two-folds. On one hand, they aim to relieve the end-to-end 
traffic congestion in ad hoc networks; on the other hand, they are physical layer securi-
ty-aware to prevent data transmission from eavesdropping attacks. Therefore, in this sec-
tion, we first conduct extensive experiments with OPNET network simulator in none 
eavesdropper environment to compare the performance among PCRR, M-PCRR and the 
most typical routing protocol in ad hoc networks, i.e., AODV. The performance metrics 
include throughput, end-to-end delay, control overhead and hop count, and the simula-
tion results are summarized in Figs. 5-8, respectively. In these experiments, we set that 
the network size is 10001000, the number of nodes is 100, the packet length is 1000 
bits and the channel rate is 1 Mb/s. The random waypoint mobility model is applied and 
the maximum node speed is 1 m/s. The source-destination pairs are generated according 
to the model in [34]. 

 

 
Fig. 5. Throughput performance.            Fig. 6. End-to-end delay performance. 

 

Fig. 5 summarizes that how the throughput performance varies with packet genera-
tion rate. We can see from Fig. 5 that, PCRR can achieve a higher throughput than 
AODV under the light traffic load scenario. As the packet generation rate increases, the 
gap deceases and diminishes to a small value when the packet generation rate is up to 20 
packets/s. The throughput performance of M-PCRR is similar to that of PCRR under the 
light traffic load environment. However, it can achieve a better throughput under the 
heavy traffic load environment. This is because that when the network traffic is not 
overloaded, PCRR can find an idle path or a path with light traffic load to transmit data, 
such that the bandwidth resource utilization can be increased and the successful packet 
delivery rate can be improved. As the packet generation rate increases, all the nodes in 
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network are overloaded so that PCRR can’t find a suitable path to improve the through-
put performance, and thus the benefits of PCRR reduces and the throughput performance 
approaches to that of AODV. By activating the multi-path routing mechanism, M-PCRR 
can achieve a better load balance, such that the throughput performance under the heavy 
traffic load scenario is better than that of PCRR and AODV. 

Fig. 6 summarizes the end-to-end delay performance. We can see that when the 
network load is not heavy, end-to-end delay performance of the three routing protocols is 
similar to each other. However, with traffic load increasing, AODV can achieve a shorter 
delay than PCRR and M-PCRR. This is because that when the network is close to be 
overloaded, that is to say, almost all available paths are congested, PCRR tends to select 
a path with small hop count but this path could be heavily congested, which results in a 
large end-to-end delay. On the contrary, AODV always follows the first come first 
served principle such that the selected path has a shortest delay. M-PCRR activates the 
multi-path routing mechanism under the heavy traffic load environment which serves as 
a tradeoff between PCRR and AODV, thus the end-to-end delay performance of M- 
PCRR is better than that of PCRR but worse than that of AODV. 

Fig. 7 summarizes the control overhead of the three routing protocols. We can see 
that the control overhead of PCRR and M-PCRR is almost the same as that of AODV, 
which indicates that our proposed PCRR and M-PCRR can relieve the network conges-
tion and improve the network throughput, while without increasing the control overhead. 

 

 
   Fig. 7. Overhead performance.         Fig. 8. Hop count versus packet generation rate. 

 

Fig. 8 summarizes the path hop count of the three routing protocols. We can see that 
under the light traffic load scenario, the path hop count of PCRR is similar to that of 
M-PCRR, but less than that of AODV. Under the heavy network load environment, the 
path hop count of M-PCRR becomes larger than that of PCRR but also less than that of 
AODV. This is because that in such a case all paths are congested, Rmetric of a path is 
dominated by its hop count according to formula (3). Thus, PCRR choosing the path 
with minimum Rmetric is equivalent to choosing the path with minimum hop count. M- 
PCRR not only uses the path with minimum Rmetric but also another longer path to trans-
mit data, so the path hop count of M-PCRR is larger than that of PCRR. 
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Fig. 9. Illustration of route selection with PCRR. Fig. 10. Illustration of route selection with 

M-PCRR. 
 
Regarding the aspect of transmission security, we further illustrate in Figs. 9 and 10 

that how the route selection is conducted in an ad hoc network with PCRR and MPCRR 
routing protocols when eavesdroppers exist. Since AODV has no consideration of secu-
rity, it executes the same route selection procedure under both the scenarios without and 
with eavesdropper(s), and thus is neglected for simplicity. We consider a multi-hop ad 
hoc network where 30 legitimate nodes (shown by blue dots and blocks) are placed ran-
domly in a 1010 square area. The source node is placed at the lower left corner and the 
destination is placed at the upper right corner. We strategically place 3 eavesdroppers 
(shown by red “”) in the center of this area to gain more insights into the route selection 
process. The selected route(s) is denoted by the connected blocks. 

We can see from Figs. 9 and 10 that when there exist some eavesdroppers in the 
network, PCRR chooses the path which has long path length but is far away from the 
eavesdroppers to satisfy the SOP requirement. M-PCRR chooses two paths whose path 
length is shorter than that of PCRR, this is because that M-PCRR utilizes the interference 
from simultaneous transmissions of these two paths to make reception completely unin-
telligible. It indicates that M-PCRR can achieve a better performance under the security 
constraint. 

6. CONCLUSIONS 

In this paper, we studied the routing protocol design for ad hoc networks. We first 
proposed a physical layer security-aware congestion relief routing protocol (PCRR) 
based on sensing the hop count and congestion state of available paths. By combining 
the advantages of single-path and multi-path routing strategies, we then extended PCRR 
to a mixed-path version, M-PCRR, which can decide whether or not to execute the mul-
ti-path mechanism according to the current network state information. Extensive OPNET 
simulations have been conducted to verify that PCRR and M-PCRR can improve the 
network throughput, reduce the path hop count, while ensuring the end-to-end delay and 
control overhead. In our future research, we will establish a real ad hoc network consist-
ing of single-board computers, and realize the routing protocols in the network to con-
duct performance experiments. 
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